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Join the community and contribute to our library 
so other developers to learn from your example

Contiribute now 

A developer and Just want 
to see the attack library?


attack library

Contribute SolidGuard

Find out if your application can survive our 
hacking simulator just by signing up and pasting 
your blockcahin address. 

Get started now!

Find Attack code in Block Chain. 

Contribute to the open library. 

Test your application for vulnerabilities. 

@2022 SolidGurads



Can your application can pass our 
hacking test?



 Sign up with  you application Address and we 
will send you an email with your results!



SolidGuard

Get started now!

Join the community and save 
other’s application from being 
hacked!

Contribute now!

Just want to access the  library 
and see what you can learn?

Attack Llibrary

@2022 SolidGurads

We are an open sourced attack 
library created to help blockchain 
applications enhance their 
security



SolidGuard
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**Enter in your address to 
check company security

Address...Address...

Address...

**Email

Pause on Vulnerability 

1

1

1

1

Address

Address name 

Address name 

Address name 

Address name 

Have questions? Please join our discord, or call 
789-329-3728

Pause contract on vulnerability discovery? 
(Will cost 0.01 ETH)

submit
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**Enter in your address to 
check company security **Email

Have questions? Please join our discord, or call 789-329-3728

2022 Ragger.Inc. Terms Privacy Source code

Pause contract on vulnerability 
discovery? (will cost 0.01 ETH)
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Project Leader

Name 

backend developer

Name 



See past hacker histories and their 
exploits to see what you can do!

1 out of 50

Search up you attack to see if you have succeeded! contribute

or contribute to our attack library by 
submitting here!

 / repo authornotfication 

There is a vulnerability detected for 
your company

 / repo authornotfication 

There is a vulnerability detected for 
your company

 / repo authornotfication 

There is a vulnerability detected for 
your company

 / repo authornotfication 

There is a vulnerability detected for 
your company

 / repo authornotfication 

There is a vulnerability detected for 
your company

 / repo authornotfication 

There is a vulnerability detected for 
your company

 / repo authornotfication 

There is a vulnerability detected for 
your company

 / repo authornotfication 

There is a vulnerability detected for 
your company

Standard Attack...

jump to page
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path of the file | commit Hash

Description of the attack：the rest of this text is just to fill in teh blanks it’s not suppose to 
make any sense afoaeia feioa fe;ajkflejal;f fauoeh  ahoeh aheaioe aheuoa f aheuoa  afheupa.

approve onhold unapproveStatus: processsing

#attacktypepublished on /dd/mm/yy Author : First Name Last Name 

Download text file 

Attake 

Code file *preview* 

Read More
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Download text file 
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Description of the attack：the rest of this text is just to fill 
in teh blanks it’s not suppose to make any sense afoaeia 
feioa fe;ajkflejal;f

Code file *preview* 
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#attacktypepublished on /dd/mm/yy Author : First Name Last Name 

Title of the attake 

Download text file 
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**Enter in your address to 
check company security **Email

Have questions? Please join our discord, or call 789-329-3728

2022 Ragger.Inc. Terms Privacy Source code

Pause contract on vulnerability 
discovery? (will cost 0.01 ETH)
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Pause on Vulnerability 
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remove

remove
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check company security **Email

Have questions? Please join our discord, or call 789-329-3728

2022 solidguardr.Inc. Terms Privacy Source code

Pause contract on vulnerability 
discovery? (will cost 0.01 ETH)

Address...

Pause on Vulnerability 

1

1

1
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Address
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Address name 

Address name 

Address name 

submit

Address 1...

Address 2...
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password

Have questions? Please join our discord, 
or call 789-329-3728

Staff sign in 

*First Name 

*Last Name 

*Email Address



Our team 
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Project Leader

Name 

About us 

We are created by a small team 
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More than just library of attack code, 

we can prevent your company from suffering losses and 
protect the money of you and your clients. 

More than just a code library, 

we find out your vulnerabilities. 

Start now 

Every year Blockchain companies loses billions 
due to attacks and undiscovered vulnerabilites. 

With the library free to access at 
the attack library. 

Registured accounts are free to 
add attack code to expand the 
attack library. 


Learn about the team that makes 
this happen in About us.  

We are here to protect your company 
from losses from attacks. 

Here are some of the companies that have 
previously been hacked. 

Contribute to the library now!
Access the attack library. 

To takle this problem we created Solidguard. 

An open sourced attack code library. 
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Make sure your company wouldn’t be the next.

We will run your company through a attact test with 
our library of verified attacks. 

Make sure your company is risk free of 
block chain attack. 

Every year Blockchain companies loses billions 
due to attacks and undiscovered vulnerabilites. 

Are you aware of any attacks? Come contribute!



Just want to see the code and see what attacks are out there? 

For sure! We are open sources library. 

Do you know if your blockchain company have a 
vulnerability? 


Start now 
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we can prevent your company from suffering losses and 
protect the money of you and your clients. 

More than just a code library, 

we find out your vulnerabilities. 

Start now 

Every year Blockchain companies loses billions 
due to attacks and undiscovered vulnerabilites. 

Look for verified attacks 
that are published by the 
community. 


Just the address is needed. Your key is you 
your own hands. 

Wait and we will email notification update on any 
vulrnabilities we find. 

We are here to protect your 
company from losses from 
attacks. 

Investopia reports block chain 
vulnarblitty to threathen the 
growth of this techology. 

Contribute to the library now!

Access the attack library. 

Have you ever considered if your code may 
have potential vulnerablies you didn’t know 
about?

Share an attack you about and help 
save someone’s busness from 
potential losses.


All attacks are verifed by our team to 
be serious problems. 

THis is why Solid Guard exist. We hope to gather the history of attacks in open source 
code. And to provide saftety test for your compnay and investment. 
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Have you ever considered if your code may 
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about?

Share an attack and help save 
someone’s busness from potential 
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All attacks are verified by our team to 
be legitment code of effective attacks. 

Rekt repots the top losses in 
2022 reached $624,000,000

This is why Solid Guard exist. We hope to gather the history of attacks in open source 
code. And to provide saftety test for your compnay and investment. 
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