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Find Attack code in Block Chain.
Contribute to the open library.
Test your application for vulnerabilities.

A developer and Just want Join the community and contribute to our library
to see the attack library? so other developers to learn from your example

Attack Library

Contiribute Now

Find out if your application can survive our
hacking simulator just by signing up and pasting
your blockcahin address.

Get Started Now!

@2022 SolidGurads



SolidGuard

We are an open sourced attack
library created to help blockchain
applications enhance their
security

Can your application can pass our
hacking test?

Sign up with you application Address and we
will send you an email with your results!

Get Started Now!

Join the community and save

other’s application from being
hacked!

Contribute Now!

Just want to access the library
and see what you can learn?

Attack Llibrary

@2022 SolidGurads




**Enter in your address to
check company security

**Email

Pause on Vulnerability /]\ Address

_|_ g [— Address name
S I I — Address name
—~+ 9 — Address name
+ 1 — Address name

Pause contract on vulnerability discovery?
(Will cost 0.01 ETH)

Have questions? Please join our discord, or call
789-329-3728
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We are an open sourced attack library created to help
blockchain applications enhence their security

A developer and Just want to see
the attack library?

Find out if your application can survive our hacking
simulator just by signing up and pasting your

blockcahin address.
Attack Library

Join the community and help contribute to
our library so other developers to learn from
your example

Contiribute Now Get Started Now!

'!
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We are an open sourced attack library created to help
blockchain applications enhence their security

A dev
Find out if your application can survive our hacking

eloper and Just want to see .
the attack library? ‘I M
g simulator just by signing up and pasting your

blockcahin address.
\ c Attack Library

join the community and help
contribute to our library so other

developers to learn from your
example

o S—
(1) &

Get Started Now!

Contiribute Now
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**Enter in your address to _
check company security **Email

Pause on Vulnerability! Address

i 1 — Address name

—1 1 o Address name

mam !

F m 1 1 — Address name
_|_ 1 - Address name
Pause contract on vulnerability .
." ‘.\ discovery? (will cost 0.01 ETH)

Have questions? Please join our discord, or call 789-329-3728

©2022 Ragger.Inc. Terms Privacy  Source code
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Our Team V-

Project Leader Backend Developer

V
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Search up you attack to see if you have succeeded!

There is a vulnerability detected for
your company

There is a vulnerability detected for
your company

There is a vulnerability detected for
your company

There is a vulnerability detected for
your company

1 out of 50

There is a vulnerability detected for
your company

There is a vulnerability detected for
your company

There is a vulnerability detected for
your company

There is a vulnerability detected for
your company

or contribute to our attack library by
submitting here!

CONTRIBUTE

jump to page
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Attack Name Author Attack Name

Attack description Attack description

Attack Name Attack Name Author

Attack description Attack description

Attack Name Author Attack Name

Attack description Attack description

1 OUT OF 50



X

Attake Status: Processsing APPROVE ONHOLD UNAPPROVE

published on /dd/mm/yy  Author: First Name Last Name  #attacktype

Description of the attack : the rest of this text is just to fill in teh blanks it's not suppose to
make any sense afoaeia feioa fe;ajkflejal;f fauoeh ahoeh aheaioe aheuoa f aheuoa afheupa.

Code file *preview*

Download text file

1 OUT OF 50



X

Title of the attake Status: APPROVED APPROVE  ONHOLD UNAPPROVE

published on /dd/mm/yy  Author: First Name Last Name  #attacktype

Description of the attack : the rest of this text is just to fill in teh
blanks it's not suppose to make any sense afoaeia feioa
fe;ajkflejal;f fauoeh ahoeh aheaioe aheuoa f aheuoa afheupa.

Code file *preview*

Download text file

1 OUT OF 50



Title of the attake

published on /dd/mm/yy  Author: First Name Last Name  #attacktype

Description of the attack : the rest of this text is just to fill in teh blanks
it's not suppose to make any sense afoaeia feioa fe;ajkflejal;f

Code file *preview*

Download text file

1 OUT OF 50



Title of the attake D)

published on /dd/mm/yy  Author: First Name Last Name  #attacktype

Description of the attack : the rest of this text is just to fill
in teh blanks it's not suppose to make any sense afoaeia
feioa fe;ajkflejal;f

Code file *preview*

Download text file

1 OUT OF 50
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Account Name Dashboard

Person Name

SMART CONTACTS

CONTACT ADDRESS # OF PAULES
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Dashboard

Account Name

Person Name

COMPANIES PUBLISHED REPOS

Vulnerbility detected
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Dashboard

Account Name

Person Name

Vulnerbility detected
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**Enter in your address to _
check company security **Email

B W
Pause on Vulnerability Address

-1 1 — Address name

—1 1 o Address name
®

—— 1 — Address name

_|_ 1 — Address name

Pause contract on vulnerability .
>N\ discovery? (will cost 0.01 ETH)

i /\

3 questions? Please join our discord, or call 789-329-3728

©2022 Ragger.Inc. Terms Privacy  Source code
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**Enter in your address to

check company security **Email
Address 2...
Pause on Vulnerability Address
i 1 — Address name
T 1 - Address name
— 1 — Address name
_|_ 1 - Address name
Pause contract on vulnerability .
discovery? (will cost 0.01 ETH)

Have questions? Please join our discord, or call 789-329-3728

(© 2022 solidguardr.Inc. Terms Privacy  Source code
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STAFF SIGN IN

*First Name

H *Last Name
*Email Address
.“ f Have questions? Please join our discord,
or call 789-329-3728

©2022 Ragger.Inc. Terms Privacy  Source code
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We are created by a small team

Our Team

Project Leader
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More than just a code library,
we find out your vulnerabilities.

More than just library of attack code,
we can prevent your company from suffering losses and

protect the money of you and your clients.

Every year Blockchain companies loses billions
due to attacks and undiscovered vulnerabilites.

Here are some of the companies that have
previously been hacked.

To takle this problem we created Solidguard.
An open sourced attack code library.

Registured accounts are free to With the library free to access at
add attack code to expand the the attack library.
att a Ck li br a ry. SolidGuard  aboutus securtyCheck AtackLirary CONTACTUS — SIGNN

ack to sea if you have succeeded!

Access the attack

Contribute to the library now!

Learn about the team that makes
this happen in About us.
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Make sure your company is risk free of
block chain attack.

Start now

Every year Blockchain companies loses billions
due to attacks and undiscovered vulnerabilites.

Make sure your company wouldn’t be the next.
We will run your company through a attact test with
our library of verified attacks.

Are you aware of any attacks? Come contribute!

Just want to see the code and see what attacks are out there?
For sure! We are open sources library.

Do you know if your blockchain company have a
vulnerability?
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SolidGuard

More than just a code library,
we find out your vulnerabilities.

we can prevent your company from suffering losses and
protect the money of you and your clients.

Every year Blockchain companies loses billions
due to attacks and undiscovered vulnerabilites.

EDUCATION MARKETS SIMULATOR

Investopia reports block chain 2 Investopedia

vulnarblitty to threathen the

YOUR MONEY

Fﬁ“ TRANSMOUNTAIN
Committed to safety since 1953

ADVISORS ACADEMYS  Q

[ x| =
v

growth of this techology.

NEWS » CRYPTOCURRENCY NEWS

Blockchain Losses Worth
Billions Threaten
Technology's Growth

By SHOSHANNA DELVENTHAL Updated November 26, 2021

Reviewed by ERIKA RASURE
Blockchain, the underlying technology of cryptocurrencies, has ef
promise but also major security vulnerabilities that could lead to billion

dollars in losses. Chief among these vulnerabilities are the very advantages
touted among blockchain proponents: transparency, distributed control a

anonymity.

Have you ever considered if your code may

{5 Gr e Store

ogle's
"essor,
=cure.

have potential vulnerablies you didn’t know

about?

THis is why Solid Guard exist. We hope to gather the history of attacks in open source

code. And to provide saftety test for your compnay and investment.

Look for verified attacks
that are published by the
community.

About Us Security Check  Attack Library

SolidGuard

Search up you attack to sea if you have succeeded!

All attacks are verifed by our team to
be serious problems.

I ulnerahbility detected for

Access the attack library.

i= & vulnarability detacted for

Share an attack you about and help
save someone’s busness from
potential losses.

Is & vulnerability detacted for

I ulnerability detected for

Contribute to the library now!

1 out of 50

Just the address is needed. Your key is you
your own hands.

Wait and we will email notification update on any
vulrnabilities we find.

CONTACT U5 SIGN IM

or contribute to our attack library by
submitting here!

Thera is a vulnerability detected for
YOUT COmgany

Thera is a wulnerability datectad for
YOUr company

Thera s a vulnerability detected for
YOUr Comgeany
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More than just a code library,
we find out your vulnerabilities.

we can prevent your company from suffering losses and
protect the money of you and your clients.

Every year Blockchain companies loses billions
due to attacks and undiscovered vulnerabilites.

Investopia reports block chain & rekt en-direkto | merch | feed | leaderboard | dark | eny
vulnerabiliy to threathen the
grOWth Of thls teChOlOgy' . Ronin Network - REKT Unaudited

SR74 BAA AAA | B3/23/7A77

. Poly Network - REKT Unaudited
56711,008,808 | @8/18/2821

Rekt repots the top losses in Wormhole - REKT neodyme
2022 reached $624,000,000 see.pan.een | ez/ez/an

. BitMart - REKT nN/A
$196, 000,688 | 12/84,/26821

5. Beanstalk - REKT Unaudited
5181, 008, 888 | 8471772822

3. Compound - REKT Unaudited
5147, 008,088 | @9/29/2821

. Vulcan Forged - REKT Unaudited
5148, 008,888 | 12/13/2821

. Cream Finance - REKT 2 Unaudited
5138, 008, 088 | 182772821 ‘
. Badger - REKT Unaudited

$128,6808, 808 | 12/82/2821

. Fei Rari - REKT 2 Unaudited
S50, 600, 060 | 65/81/2022

P\

Have you ever considered if your code may
have potential vulnerablies you didn’t know
about?

This is why Solid Guard exist. We hope to gather the history of attacks in open source
code. And to provide saftety test for your compnay and investment.

Look for verified attacks
that are pu bliShed by SolidGuard  AvoutUs  SecurityCheck  Attack Library  CONTACT US SIGN IN

or contribute to our attack library by

the community. i o

Search up wou attack to see if you have succeeded!

All attacks are verified by our team to
be legitment code of effective attacks. o jou company

Access the attack library.

i & vulnerability detected for There is a vulnerability detected for
YOUT Comgany

Is & vulnerability detacted for

Share an attack and help save
someone’s busness from potential
IOSSGS . r..:f.re.li & vulnerability detected for

Contribute to the library now! 1 out of 50

Just the address is needed. Your keys are in your
own hands.

Wait and we will email notification update on any
vulrnabilities we find.
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More than just a code library,
we find out your vulnerabilities.

we can prevent your company from suffering losses and
protect the money of you and your clients.

Every year Blockchain companies loses billions
due to attacks and undiscovered vulnerabilites.

Investopia reports block chain & rekt en-direkto | merch | feed | leaderboard | dark | eny
vulnerabiliy to threathen the
grOWth Of thls teChOlOgy' . Ronin Network - REKT Unaudited

SR74 BAA AAA | B3/23/7A77

. Poly Metwork - REKT Unaudited
56711,008,808 | @8/18/2821

Rekt repots the top losses in Wormhole - REKT feadyme
2022 reached $624,000,000 see.pan.een | ez/ez/an

. BitMart - REKT N/4
$196, 000,688 | 12/84,/26821

5. Beanstalk - REKT Unaudited
5181, 008, 888 | 8471772822

3. Compound - REKT Unaudited
5147, 008,088 | @9/29/2821

. Vulcan Forged - REKT Unaudited
5148, 008,888 | 12/13/2821

. Cream Finance - REKT 2 Unaudited
5138, 008, 088 | 182772821 ‘
. Badger - REKT Unaudited

$128,6808, 808 | 12/82/2821

. Fei Rari - REKT 2 Unaudited
S50, 600, 060 | 65/81/2022

4

Have you ever considered if your code may have
potential vulnerablies you didn’t know about?

This is why Solid Guard exist. We hope to gather the history of attacks in open source
code. And to provide saftety test for your compnay and investment.

Look for verified attacks
that are pu bliShed by SolidGuard  AvoutUs  SecurityCheck  Attack Library  CONTACT US SIGN IN

or contribute to our attack library by

the community. i o

Search up wou attack to see if you have succeeded!

All attacks are verified by our team to
be legitment code of effective attacks. o jou company

Access the attack library.

i & vulnerability detected for There is a vulnerability detected for
YOUT Comgany

Is & vulnerability detacted for

Share an attack and help save someone’s
busness from potential losses.

i ulnerability detected for

Contribute to the library now! 1 out of 50

Just the address is needed. Your keys are in your
own hands.

Wait and we will email notification update on any
vulrnabilities we find.

@SolidGuard 2022 Terms of Condition
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More than just a code library,
we find out your vulnerabilities.

we can prevent your company from suffering losses and
protect the money of you and your clients.

Every year Blockchain companies loses billions & rekt
due to attacks and undiscovered vulnerabilites.

. Poly Network - REKT Unaudited
5671,6808,8088 | B88/18/2827

. Wormhole - REKT Neodyms
5326, 008,688 | 82/02/2822
. BitMart - REKT n/4

Investopia reports block chain $16,008, 000 | 12/64/2621
5. Beanstalk - REKT Unaudited

vulnerabiliy to threathen the $11, 000,000 | 03/17/2022

Compound

growth of this techology. e e e e
. Vulcan Forged -
5148, 8688, 888 | 12/13/2821

. Cream Finance - REKT 2 Unaudited
5136, 008,008 | 18/27/20827

- REKT Unaudited

Rekt repots the top losses in - Badger

51208, 088,888 | 12/82/2821

2022 reached $624,000,000 . Fei Rari - REKT 2 Unaudited

586, 060, 8066 | B5/61/2822

Have you ever considered if your code may have
potential vulnerablies you didn’t know about?

This is why Solid Guard exist. We hope to gather the history of attacks in open source
code. And to provide saftety test for your compnay and investment.

Look for verified attacks
that are pu bliShed by SolidGuard  aboutus  Security Check  Attack Library ~ CONTACT US SIGN N

or contribute to our attack library by

the Community. submitting here!

Search up you attack to see if you have succeeded!

All attacks are verified by our team to
be legitment code of effective attacks. ey e Joureomony

Access the attack library.

i & vulnerability detected for There is a vulnerability detected for
YOUr Comgany

Is & vulnerebility detacted for

Share an attack and help save someone’s
busness from potential losses.

i ulnerability detacted for

Contribute to the library now! 1 out of 50

Just the address is needed. Your keys are in your
own hands.

Wait and we will email notification update on any
vulrnabilities we find.

@SolidGuard 2022 Terms of Condition




